WEBSITE SECURITY POLICY

Canara Bank website contains information which is freely accessible, and may be viewed by any visitor. However, the website maintains a copyright interest in the contents of all of its websites.

Except for authorized security investigations and data collection, no attempts will be made to identify individual users. Accumulated data logs will be scheduled for regular deletion. The Website Privacy and Cookies Policy details our position regarding the use of personal information provided by customers/visitors.

Unauthorized attempts to upload information or change information are strictly prohibited, and may be punishable under the Information Technology Act, 2000.

In order to maintain the security of our systems, record transactions, prevent and detect criminal / unauthorized activities, Canara Bank reserves the right to monitor all Internet communications including web and email traffic into and out of its domains.